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1. For more information on FIPS-197 symmetric AES-256 at rest encryption, see: https://csrc.nist.gov/projects/cryptographic-algorithm-validation-program/details ?product=14407
2. For alist of FIPS Endpoints by Service, see: https://aws.amazon.com/compliance/fips/
3. For details on Data protection in Amazon EC2, see: https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/data-protection.html
4. Refer to Achieving "five nines" in the cloud for justice and public safety: https://aws.amazon.com/blogs/publicsector/achieving-five-nines-cloud-justice-public-safety/
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