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NBB will use reasonable endeavor to maintain your privacy. All information collected from you 
during use of NBB Digicorp will be used by NBB solely for banking and regulatory or other lawful 
purposes and will not be shared with or disclosed to any third parties for any commercial 
purposes.

NBB may however be required to disclose your personal information to government, judicial 
bodies and/ or its regulators to whom NBB is under an obligation to make disclosures under the 
requirements of any applicable law binding on NBB or any of its branches, when the situation so 
demands.

Anti-phishing:
NBB expressly state that you should invariably access NBB DigiCorp through the NBB Website 
(www.nbbonline.com) and never click on any hyperlinks provided on mails or other 
communication means such as SMS and messengers purported to be sent by NBB. The Bank will 
never send emails or other communication means such as SMS and messengers or any link 
within an e-mail content to get or update customer information. If you receive any e-mail 
purported to be originated by NBB to gather your username or password or any other personal 
information, please do not respond to such emails and report the event to NBB.

Cookies:
NBB DigiCorp currently does not use any cookies to store any session information. If such 
cookies are used in future they will not be used to store any confidential information.

Security:
NBB Digicorp offers state of the art security solutions to protect the best interests of NBB and 
the customer. All information exchanged through this site and pages thereof are encrypted 
using the Secure Socket Layer (SSL) Certificate. NBB will review the security measures and 
solutions, using both internal and external expertise for continued upgrade and protection of 
customers' interests.

Contact Details:
For further information please contact NBB at the following address: PO Box 106, Manama, 
Kingdom of Bahrain. Phone: 17214433


