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Save on your investment and make the most of MCB’s expertise
Requirements comparison between a Direct SWIFT and MCB SWIFT Service Bureau 
Connection

Direct SWIFT Connection MCB SWIFT Service Bureau Connection

HARDWARE HARDWARE

VIRTUAL PRIVATE NETWORK BOX (communication 
equipment)

Your current PC’s/Laptops

HARDWARE SECURITY MODULE (SWIFT access 
certificates storing box)

Router/Switch for VPN connectivity (optional)

SWIFT SERVER Your current ISP (Internet Service Provider)

WEB Platform/Gateway Server (Web deployment of 
the user interface)

Hosted by MCB infrastructure

High End Backup System Hosted by MCB infrastructure

MANDATORY SOFTWARE SOFTWARE (Minimum requirements)

SWIFT Gateway (enables connection to the SWIFT 
network)

Internet Explorer 11 and above

Network Firewall (network protection against attacks) Hosted by MCB infrastructure

SWIFTNET LINK (enables connection to the SWIFT 
network)

Hosted by MCB infrastructure

SWIFT Web station (enables user intervention on the 
SWIFT Gateway)

Hosted by MCB infrastructure

SWIFT Web platform (enables end users to use the 
SWIFT interface to do business using Internet Explorer 
Browser)

Hosted by MCB infrastructure

SWIFT ALLIANCE ACCESS (SWIFT user interface) Hosted by MCB infrastructure

Antivirus Protection Hosted by MCB infrastructure

Data Recovery Systems (recover from crash situations 
to another server without losing data e.g. messages, files)

Hosted by MCB infrastructure

Specialised SWIFT-trained Technical Personnel MCB already has trained and certified personnel

SPECIAL SUBSCRIPTION NO SUBSCRIPTION

SWIFT Network Partner Subscription (service provider 
to access the SWIFT network)

Hosted by MCB infrastructure

7e floor MCB St Jean 
St Jean – Republic of Mauritius
T :  +230 404 4177
E :  PO.Swift@mcb.mu
www.mcb.mu



Sharing our capabilities and proven frontline experience

Certified by SWIFT, MCB SWIFT Service Bureau offers SWIFT Connectivity to banks and financial 
institutions in a secure, cost-effective and reliable manner, whilst no onsite SWIFT equipment and 
specialised technical qualifications are required for the users.

With more than 20 years dealing with SWIFT-related products and services, MCB SWIFT Service 
Bureau capitalises on its knowledge and skills to provide a comprehensive solution to its customers. 

Our tailored solutions to meet your needs

MCB SWIFT Service Bureau (SB) provides access to the SWIFT network through the SWIFT 
Alliance Web Platform, which is a full-fledge interface. This platform enables client banks to send 
and receive SWIFT messages in SWIFT’s complete portfolio of message types while the bank 
preserves its own SWIFT identity and has full responsibility for their messages.

The MCB SWIFT Service Bureau will handle highly sensitive administrative tasks such as user 
management, system upgrades and maintenance and will order all relevant SWIFT services and 
products on behalf of the SWIFT user.

The SB will also provide an archiving service which can be accessed directly by the client for a 
period not exceeding two years. Beyond that period, the request will be handled by the Service 
Bureau personnel for messages up to a maximum of seven years old.

We also offer SWIFT documentation and assistance through a Help Desk and a hotline is available 
for urgent queries and support.

Moreover, training is tailored to the needs of the end users and will be provided upon request  
at an agreed fee.

Extra Services

• Cutting-edge anti-money laundering solutions to monitor and block suspicious messages
• Duplicate detection solution to stop possible duplicate transactions
• Online query of archived SWIFT messages

How does it work?

Data Encryption

Firewall Protection

Logical terminal Certi�cation

Help Desk support/Hotline

Secure link
via https

MCB SWIFT Service BureauYour bank

Business A
(e.g. Trade Finance)

Business B
(e.g. In-branch requests)

SWIFT network

SWIFT

Minimum requirements: 
• Internet connection: Minimum ADSL on Windows PC/Laptop  
• Internet Browser Settings: Internet Explorer 11 and above 

Why share a SWIFT Connectivity with MCB?

Cost reductions A highly secured connection
via a certi�ed platform

Disaster recovery &
test environment

Dedicated customer support

We come from the same banking environment

Training facilities tailored to
the needs of the client

Highly regulated and has 
a strict approach to risk

State-of-the-art infrastructure
and proven expertise
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